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**Uses of Class**

**java.security.cert.CertificateExpiredException**

| Packages that use [CertificateExpiredException](http://docs.google.com/java/security/cert/CertificateExpiredException.html) | |
| --- | --- |
| [**java.security.cert**](#3znysh7) | Provides classes and interfaces for parsing and managing certificates, certificate revocation lists (CRLs), and certification paths. |

| Uses of [CertificateExpiredException](http://docs.google.com/java/security/cert/CertificateExpiredException.html) in [java.security.cert](http://docs.google.com/java/security/cert/package-summary.html) | |
| --- | --- |

| Methods in [java.security.cert](http://docs.google.com/java/security/cert/package-summary.html) that throw [CertificateExpiredException](http://docs.google.com/java/security/cert/CertificateExpiredException.html) | |
| --- | --- |
| abstract  void | **X509Certificate.**[**checkValidity**](http://docs.google.com/java/security/cert/X509Certificate.html#checkValidity())()            Checks that the certificate is currently valid. |
| abstract  void | **X509Certificate.**[**checkValidity**](http://docs.google.com/java/security/cert/X509Certificate.html#checkValidity(java.util.Date))([Date](http://docs.google.com/java/util/Date.html) date)            Checks that the given date is within the certificate's validity period. |
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[Submit a bug or feature](http://bugs.sun.com/services/bugreport/index.jsp)

For further API reference and developer documentation, see [Java SE Developer Documentation](http://docs.google.com/webnotes/devdocs-vs-specs.html). That documentation contains more detailed, developer-targeted descriptions, with conceptual overviews, definitions of terms, workarounds, and working code examples.
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